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The OSI, TCP/IP, and Internet standardization models are all different parts of the same beast. Each of the three works in conjunction with the other two and at the same time can work autonomously. They are the definitions and guideposts for manufacturers and network engineers to develop and maintain networking hardware and software.

All three models contain three groups of layers: the application layer, the internetwork layer, and the hardware layer (Ciccarelli, et al., 2008, p. 59). However, each model represents these layers in different ways. In some cases, the representation is split into multiple parts in order to better understand what that layer is trying to accomplish. This, in turn, allows manufacturers and network engineers to create solutions, which are better able to meet the needs of that particular layer group.
For instance, the OSI model contains three layers at the application layer group. There is an OSI application layer, a presentation layer, and a session layer. Within the OSI model, the application layer is specifically that layer which is the “end user’s access to the network” (Ciccarelli, et al., 2008, p. 43). However, before the end user can access that data, the presentation layer must first layout how the data will look. Otherwise, the data may be unmanageable by the recipient’s machine. Finally, the Session Layer is “responsible for initiation, maintaining, and terminating each logical session between computers” (Ciccarelli, et al., 2008, p. 46).

Within the Internetwork Layer group, the OSI model contains a Transport Layer and a Network Layer. The Transport Layer is responsible for procedural flow control and the method of data transmission. It is at this layer that confirmation of data integrity takes place (Ciccarelli, et al., 2008, pp. 47-48). At the Network Layer, data is routed and addresses are attached specifying where data is going, where it is coming from, and how long it should take.
At the Hardware Layer group, the OSI model contains the Data Link Layer and the Physical Layer. The data link layer is itself a group of sub layers. These sub layers contain methods and instructions for the transmission of data to and from the physical transmission circuit (Ciccarelli, et al., 2008, p. 51). The physical layer “defines the rules by which data are transmitted, such as voltages of electricity, the number of bits sent per second, and the physical structure of the cables and connectors used” (Ciccarelli, et al., 2008, pp. 51-52).
The TCP/IP Model is similar to the OSI model. However, it encompasses the entire Application Layer group in one layer called the Process Layer. At this layer, the data is formatted for presentation as well as readied for transmission to other devices. 
At the Internetwork Layer, TCP/IP contains two layers, the Host-to-Host Layer and the Internet Layer. The Host-to-Host layer “manages the flow of data between devices and the types of transmission as either connection-oriented or connectionless” (Ciccarelli, et al., 2008, pp. 55-56). On the other hand, the Internet Layer manages addressing, package routing, and the length of time a route should take. Unlike the other two models, the TCP/IP model does not contain a Physical Layer at the Hardware Layer group, only a Network Interface layer. This layer manages the transmission of data, relying on network engineers to solve the hardware, or physical layer, issues (Ciccarelli, et al., 2008, pp. 55-56).

Last but not least is the Internet Model. The Internet Model is almost an exact replica of the TCP/IP model. However, it contains a Physical layer. This layer manages and maintains the “physical connection between the sender and receiver,” just like the OSI model’s physical layer.

Of the three models, the OSI Model is the most down to Earth. It presents, in no uncertain terms, how each layer should operate and communicate with each layer above, below, and sideways. However, it is generalized in its approach towards these methods leaving other models to create more targeted instructions on how communications should take place.
For instance, the TCP/IP model instructs on how data should be shared specifically for networks. However, it does not take into account how the hardware behind that communication should operate. The Internet Model, on the other hand, does take this into account. That being said, it is a model targeted specifically at the presentation and communication of internet technologies, without regard to other communication possibilities.
With all of this, there is a definite path data must travel in order to be sent from one computer’s application to another. For instance, if a person were to input a message into a computer which needed to be sent to a similar application in another, the data must travel down and then back up the OSI Model’s “stack.” First the given data is input, or created, at the Application Layer. The data is stored on the local machine where it can be retrieved as needed by the presentation layer.

The presentation layer readies the data for its destination by formatting and/or encrypting it for transmission (Ciccarelli, et al., 2008, pp. 8-9). The session layer initiates a connection with the destination machine and inserts a marker into the data for packet confirmation. Packet encapsulation begins at the Transport layer where a TCP header is placed on the packet. An IP header is attached at the Network Layer and the Packet is given a path to the destination machine. A counter is also placed on the packet at this time.
At the Data Link layer, the packet is placed within a frame which contains all encapsulating information as well as an LLC header, which provides an interface for the physical layer (Ciccarelli, et al., 2008, p. 51). Lastly, the physical layer attaches a MAC header and all data is broken into specified voltages as required. Upon reaching its destination, this process is reversed. The packet is de-encapsulated by the destination layers. Each layer reads the packet’s control information, strips the headers for that layer, and sends it up to the next layer in the stack as specified (Doherty, Anderson, Maggiora, & Clement, 2008, p. 9).
Proprietary methods and instructions for sending and receiving data are necessary for cooperative information sharing across multiple platforms. Nevertheless, the exact nature of proprietary models ensures that other models are less likely to take root, even if those models are better, faster, or more efficient in how they handle data. As such, the nature of creating a standardized, universally recognized, model is a double edged sword. On one hand, the ease of data sharing through these models encourages further development and innovations in other areas. However, it can, without due regulation, stifle innovation within the networking market.
Overall, the three given models are built to interact and complement each other. Without them, networking, and the internet in particular, would not be where it is today. Data transport and encapsulation is complicated, but when broken into its numerous layers, easily understandable. These models are built to improve innovation via information sharing. Nevertheless, engineers must still be aware there may be better ways to run networks outside of these models.
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