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Networks are not built for the computers, or the hardware that runs the computers, or even the software on the computers themselves, networks are built for people. Networks help people connect with one another, to share and store information in many forms. As such, a key factor when building a network, is determining how many people will be using the network. The greater the amount of people in an organization, the larger the hardware/software requirements of the network will be.
Another thing to keep in mind is how far those people are from one another. A couple of people sitting next to each other will not require the same network layout, or security, as hundreds of people spread across a city. Conversely, those people in a city will have different network requirements than those spread across a state or country. Therefore, when planning a network, the architect needs to decide if they will need a local area network (LAN), metropolitan area network (MAN), or a wide area network (WAN) (Ciccarelli, et al., 2008, p. 16).

The nature of the data these people share will have an effect on the network layout and the hardware/software requirements of each connecting node (Ciccarelli, et al., 2008, p. 9.). Large amounts of sensitive data will require high performance servers and network hardware, which are also secure. Small amounts of non-sensitive information will require only the most basic of network hardware and simple user security. In-between these two extremes are any number of combinations of network security and hardware requirements.
When it does come to network security, a peer-to-peer network, more commonly known as a workgroup, does not offer as wide a range of secure functions for organizational use (Ciccarelli, et al., 2008, p. 11). Any node in a workgroup is an access point to the entire network. So long as a person has access to that node, they potentially have access to all network information. Data security essentially takes a backseat to the ease of setting up the network.

On the other hand, a directory service setup cordons off sensitive areas of the network from the world (Ciccarelli, et al., 2008, p. 11). Only those users and computers, which have access rights to the network, are able to access that data. Network administrators can easily see who is and is not accessing the network via directory control software. If a person does manage to access a node on the network, she or he would only have available to them the data contained on that node.
Modern corporate networks are built on Ethernet star topographies (Ciccarelli, et al., 2008, pp. 13-19). A gateway, or router, connects the internal network to the external world (Ciccarelli, et al., 2008, pp. 9-10). Depending upon the size of the organization the network may need to be split up into sub-domains. This would require further gateways to communicate between the internal networks. There may, also, be a need for some of these gateways to be wireless access points (Ciccarelli, et al., 2008, p. 5). 
Switches would control network traffic, which facilitate each network (Ciccarelli, et al., 2008, p. 9). The traffic itself would be policed by directory servers, physical/software firewalls, and virus scanners (Ciccarelli, et al., 2008, pp. 11-12). Data and applications would be stored on specialized servers, which meet the requirements of the organization. The end user would have access to these resources via workstations and mobile communication devices. A network of this sort could be as large or as small as any organization would require.
With all the technical aspects of networking, it is easy for the network administrator and architects to forget their primary goal. It is not the building of the network and the maintaining of security, but rather, the connecting of people. Choosing the correct network layout, the security functions of the network, and the hardware behind it, only starts when one considers the people. Starting from any other point will only lead to a network that is overly complicated and not user friendly.
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